**Nazwa przedmiotu:**

Podstawy bezpieczeństwa informacji i systemów teleinformatycznych

**Koordynator przedmiotu:**

do uzupełnienia

**Status przedmiotu:**

Obowiązkowy

**Poziom kształcenia:**

Studia I stopnia

**Program:**

Administracja

**Grupa przedmiotów:**

Obowiązkowe

**Kod przedmiotu:**

A13\_PBIST

**Semestr nominalny:**

5 / rok ak. 2021/2022

**Liczba punktów ECTS:**

3

**Liczba godzin pracy studenta związanych z osiągnięciem efektów uczenia się:**

do uzupełnienia

**Liczba punktów ECTS na zajęciach wymagających bezpośredniego udziału nauczycieli akademickich:**

do uzupełnienia

**Język prowadzenia zajęć:**

polski

**Liczba punktów ECTS, którą student uzyskuje w ramach zajęć o charakterze praktycznym:**

do uzupełnienia

**Formy zajęć i ich wymiar w semestrze:**

|  |  |
| --- | --- |
| Wykład:  | 15h |
| Ćwiczenia:  | 0h |
| Laboratorium:  | 0h |
| Projekt:  | 0h |
| Lekcje komputerowe:  | 0h |

**Wymagania wstępne:**

do uzupełnienia

**Limit liczby studentów:**

cały rok

**Cel przedmiotu:**

do uzupełnienia

**Treści kształcenia:**

do uzupełnienia

**Metody oceny:**

do uzupełnienia

**Egzamin:**

tak

**Literatura:**

do uzupełnienia

**Witryna www przedmiotu:**

do uzupełnienia

**Uwagi:**

do uzupełnienia

## Charakterystyki przedmiotowe

### Profil ogólnoakademicki - wiedza

**Charakterystyka W\_01:**

Zna i rozumie podstawowe pojęcia, terminologię stosowaną w obszarze bezpieczeństwa informacji i systemów teleinformatycznych organizacji

Weryfikacja:

Test egzaminacyjny z bezpieczeństwa informacji i systemów teleinformatycznych organizacji. Wystąpienia w toku wykładów.

**Powiązane charakterystyki kierunkowe:** K\_W03, K\_W10

**Powiązane charakterystyki obszarowe:** I.P6S\_WG, I.P6S\_WK, II.S.P6S\_WG.1, II.S.P6S\_WG.2, II.S.P6S\_WG.3, II.H.P6S\_WG/K.o, II.T.P6S\_WG

**Charakterystyka W\_02:**

Zna źródła i zagrożenia informacji oraz systemów teleinformatycznych organizacji

Weryfikacja:

Test egzaminacyjny z bezpieczeństwa informacji i systemów teleinformatycznych organizacji. Wystąpienia w toku wykładów

**Powiązane charakterystyki kierunkowe:** K\_W03, K\_W10

**Powiązane charakterystyki obszarowe:** I.P6S\_WG, I.P6S\_WK, II.S.P6S\_WG.1, II.S.P6S\_WG.2, II.S.P6S\_WG.3, II.H.P6S\_WG/K.o, II.T.P6S\_WG

**Charakterystyka W\_03:**

Zna metody przeciwdziałania zagrożeniom informacji i systemów teleinformatycznych organizacji

Weryfikacja:

Test egzaminacyjny z bezpieczeństwa informacji i systemów teleinformatycznych organizacji. Wystąpienia w toku wykładów.

**Powiązane charakterystyki kierunkowe:** K\_W03, K\_W10

**Powiązane charakterystyki obszarowe:** II.S.P6S\_WG.2, II.S.P6S\_WG.3, II.H.P6S\_WG/K.o, I.P6S\_WG, II.T.P6S\_WG, II.S.P6S\_WG.1, I.P6S\_WK

**Charakterystyka W\_04:**

Zna modele, strategie, polityki bezpieczeństwa oraz zasady zarządzania bezpieczeństwem informacji organizacji

Weryfikacja:

Test egzaminacyjny z bezpieczeństwa informacji i systemów teleinformatycznych organizacji. Wystąpienia w toku wykładów.

**Powiązane charakterystyki kierunkowe:** K\_W03, K\_W10

**Powiązane charakterystyki obszarowe:** I.P6S\_WG, I.P6S\_WK, II.S.P6S\_WG.1, II.S.P6S\_WG.2, II.S.P6S\_WG.3, II.H.P6S\_WG/K.o, II.T.P6S\_WG

**Charakterystyka W\_05:**

Ma podstawową wiedzę dotyczącą zasad bezpiecznego wykorzystywania usług teleinformatycznych w codziennej działalności organizacji oraz sytuacjach kryzysowych

Weryfikacja:

Test egzaminacyjny z bezpieczeństwa informacji i systemów teleinformatycznych organizacji. Wystąpienia w toku wykładów.

**Powiązane charakterystyki kierunkowe:** K\_W03, K\_W10

**Powiązane charakterystyki obszarowe:** I.P6S\_WG, I.P6S\_WK, II.S.P6S\_WG.1, II.S.P6S\_WG.2, II.S.P6S\_WG.3, II.H.P6S\_WG/K.o, II.T.P6S\_WG

### Profil ogólnoakademicki - umiejętności

**Charakterystyka U\_01:**

Potrafi prowadzić analizy zagrożeń informacji i systemów teleinformatycznych organizacji

Weryfikacja:

Test egzaminacyjny z bezpieczeństwa informacji i systemów teleinformatycznych organizacji. Wystąpienia w toku wykładów.

**Powiązane charakterystyki kierunkowe:** K\_U01, K\_U04

**Powiązane charakterystyki obszarowe:** II.H.P6S\_UW.1, I.P6S\_UW, II.S.P6S\_UW.1, II.S.P6S\_UW.2.o, II.S.P6S\_UW.3.o

**Charakterystyka U\_02:**

Potrafi stosować metody przeciwdziałania zagrożeniom informacji i systemów teleinformatycznych organizacji

Weryfikacja:

Test egzaminacyjny z bezpieczeństwa informacji i systemów teleinformatycznych organizacji. Wystąpienia w toku wykładów.

**Powiązane charakterystyki kierunkowe:** K\_U04

**Powiązane charakterystyki obszarowe:** I.P6S\_UW

**Charakterystyka U\_03:**

Potrafi bezpiecznie stosować usługi teleinformatyczne w codziennej działalności organizacji oraz w sytuacjach kryzysowych

Weryfikacja:

Test egzaminacyjny z bezpieczeństwa informacji i systemów teleinformatycznych organizacji. Wystąpienia w toku wykładów.

**Powiązane charakterystyki kierunkowe:** K\_U04

**Powiązane charakterystyki obszarowe:** I.P6S\_UW

**Charakterystyka U\_04:**

Potrafi opracować politykę bezpieczeństwa informacji lub systemu teleinformatycznego organizacji w układzie minimalnym

Weryfikacja:

Test egzaminacyjny z bezpieczeństwa informacji i systemów teleinformatycznych organizacji. Wystąpienia w toku wykładów.

**Powiązane charakterystyki kierunkowe:** K\_U04

**Powiązane charakterystyki obszarowe:** I.P6S\_UW

### Profil ogólnoakademicki - kompetencje społeczne

**Charakterystyka K\_01:**

Jest świadomy odpowiedzialności w zakresie bezpieczeństwa informacji i systemów teleinformatycznych w środowisku funkcjonowania zawodowego

Weryfikacja:

Wystąpienia w toku wykładów.

**Powiązane charakterystyki kierunkowe:** K\_K02

**Powiązane charakterystyki obszarowe:** I.P6S\_KR

**Charakterystyka K\_02:**

Ma świadomość dynamicznego rozwoju systemów teleinformatycznych i ich rosnącego zagrożenia oraz stosowania metod ochrony i zasad bezpiecznego przetwarzania informacji zwłaszcza w obszarze funkcjonowania administracji publicznej

Weryfikacja:

Wystąpienia w toku wykładów.

**Powiązane charakterystyki kierunkowe:** K\_K06, K\_K07

**Powiązane charakterystyki obszarowe:** I.P6S\_KK, I.P6S\_KO

**Charakterystyka K\_03:**

Potrafi współdziałać z różnymi podmiotami, wykorzystywać nabytą wiedzę techniczną w zakresie zapewnienia bezpieczeństwa informacji i systemów teleinformatycznych organizacji

Weryfikacja:

Wystąpienia w toku wykładów

**Powiązane charakterystyki kierunkowe:** K\_K05, K\_K06, K\_K07

**Powiązane charakterystyki obszarowe:** I.P6S\_KO, I.P6S\_KK